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Abstract
Malaysia is geared to maximizing the digital technology and Internet of Things to reap the full benefit of the digital economy.
In 2014, the Government came up with an important policy document entitled the National Internet of Things (IoT) Strategic
Roadmap ('The Roadmap). Hopes are mounting that the IoT will be smoothly and speedily adopted in Malaysia amid
various concerns relating to data security and data privacy. This paper investigates how the Roadmap frames the concerns
of data security and privacy vis a vis the IoT in Malaysia. Employing a doctrinal and library research, this paper finds that
while the Roadmap complements or supports the existing legal framework, its objectives will only be achieved if those legal
requirements are complied with. © 2021 Proceedings of 6th International Conference on Internet Applications, Protocols and
Services: Enduring Internet's Use and Growth in the Pandemic Era, NETAPPS 2020. All Rights Reserved.
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