
11/28/23, 8:42 AM Scopus - Print Document

https://www.scopus.com/citation/print.uri?origin=recordpage&sid=&src=s&stateKey=OFD_1718686094&eid=2-s2.0-85101779982&sort=&clicked… 1/6

Documents

Hasan, M.K.a , Islam, S.b , Sulaiman, R.a , Khan, S.c , Hashim, A.-H.A.d , Habib, S.e , Islam, M.f , Alyahya, S.f , Ahmed,
M.M.g , Kamil, S.a , Hassan, M.A.a

Lightweight Encryption Technique to Enhance Medical Image Security on Internet of Medical Things Applications
(2021) IEEE Access, 9, art. no. 9361564, pp. 47731-47742. Cited 93 times.

DOI: 10.1109/ACCESS.2021.3061710

a Center for Cyber Security, Faculty of Information Science and Technology, Universiti Kebangsaan Malaysia (UKM), Bangi,
Malaysia
b Department of Computer Science, Institute of Computer Science and Digital Innovation, UCSI University, Kuala Lumpur,
Malaysia
c Department of Electrical and Renewable Engineering, Onaizah Colleges of Engineering, Al-Qassim, Saudi Arabia
d Department of Electrical and Computer Engineering, International Islamic University Malaysia, Kuala Lumpur, Malaysia
e Department of Information Technology, College of Computer, Qassim University, Buraydah, Saudi Arabia
f Department of Electrical and Renewable Engineering, Onaizah Colleges of Engineering, Al-Qassim, Saudi Arabia
g Department of Electrical and Electronics Engineering, Universiti Malaysia Sarawak, Kota Samarahan, Malaysia

Abstract
The importance of image security in the field of medical imaging is challenging. Several research works have been
conducted to secure medical healthcare images. Encryption, not risking loss of data, is the right solution for image
confidentiality. Due to data size limitations, redundancy, and capacity, traditional encryption techniques cannot be applied
directly to e-health data, especially when patient data are transferred over the open channels. Therefore, patients may lose
the privacy of data contents since images are different from the text because of their two particular factors of loss of data
and confidentiality. Researchers have identified such security threats and have proposed several image encryption
techniques to mitigate the security problem. However, the study has found that the existing proposed techniques still face
application-specific several security problems. Therefore, this paper presents an efficient, lightweight encryption algorithm to
develop a secure image encryption technique for the healthcare industry. The proposed lightweight encryption technique
employs two permutation techniques to secure medical images. The proposed technique is analyzed, evaluated, and then
compared to conventionally encrypted ones in security and execution time. Numerous test images have been used to
determine the performance of the proposed algorithm. Several experiments show that the proposed algorithm for image
cryptosystems provides better efficiency than conventional techniques. © 2013 IEEE.
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