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Background of the study /

1 January and July this year 12,092 cases were reported with
losses of RM414.8 million (PDRM, September 2022).

[ Online fraud accounts 68% of commercial crime (June 25,
2022)

[ Several agencies have been formed to strengthen resilient
towards cybersecurity threats such as, CyberSecurity
Malaysia (2007), National Cyber Security Agency (2017).



Cybercrimes incidents has
increased in an alarming rate.
Thus, more effort should be
made to communicate about
cybercrimes to empower the
public to defend themselves
from cyber threats.
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How the public perceived
cybercrime?

How the publics perceived
government’s effort in raising

awareness on cybercrimes in Malaysia? ResearCh
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communicate cybercrime from the
publics’ perspective ?
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The findings cannot be generaliz
to the entire population.
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The findings hope to help the
government in developing a
strategic communication approach
to empower the public to protect
themselves from any kind of cyber
threats that they experience
everyday.

Conclusion
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